1. Sushi

?🍣={${system(ls)}}

利用double quote 逃脫 單引號跟雙引號過濾

1. Me0w

因為是shell\_exec可以利用%0a 換行來執行令一個指令

1. Unexploitable

亂打路徑會跑到github 404, 所以到github去找他網頁, flag在commit理面

1. Safe R/W

<https://140.112.187.116:9999/notebooks/ctf/SafeRW.ipynb>

利用race condition去執行php code

繞過 ‘<’ 的過濾